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Phan Trọng Cường 20215538
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[1.Mật mã và ứng dụng 5](#_Toc85051106)
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[b) Quá trình thực hiện 5](#_Toc85051108)
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[a) Khái niệm 5](#_Toc85051112)
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## **I. Đặt vấn đề**

### 1. Giới thiệu về an toàn thông tin

### 2. Mục đích của an toàn thông tin

## **II. Các khái niệm và thực trạng an toàn thông tin mạng**

### 1.Mật mã và ứng dụng

#### a) Khái niệm

#### b) Quá trình thực hiện

#### c) Mục tiêu

#### d) Ứng dụng

### 2. An ninh phần mềm

#### a) Khái niệm

#### b) Tác hại

#### c) Nguyên tắc

### 3. Phân tích phần mềm độc hại

#### a) Khái niệm phần mềm độc hại

#### b) Quá trình phân tích phần mềm độc hại

#### c)Khi nào cần phải triển khai quy trình phân tích phần mềm độc hại?

#### d) Những giai đoạn trong quy trình phân tích phần mềm độc hại

### 4. Pháp y, điều tra số

#### a) Khái niệm pháp y số

#### b) Mục tiêu và công việc của pháp y số

#### c) Làm thế nào để trở thành một nhà pháp y số giỏi?

### 5. Phát hiện và phòng chống xâm nhập

#### a) Khái niệm An ninh mạng:

#### b) Hoạt động của An ninh mạng:

#### c) Tác dụng của An ninh mạng:

### 6. Giám sát an ninh mạng

#### a) Giới thiệu về hệ thống chống xâm nhập:

#### b) Các hoạt động:

#### c) Tác dụng:

## **III. Kết luận:**

### Ứng dụng của an toàn thông tin